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In yet another sign of just how timely Dan’s new book [1] on privacy and reputation is, yesterday’s New York Times featured this story [2] about citizen surveillance of nannies across the United States and in Canada. The blog ISawYourNanny.blogspot.com [3] collects commentary — and photos — of nannies others deem to have violated norms of caregiving. [This is similar to the "warning wires" drivers can post about the actions and habits of other drivers (see this post [4] by Frank.).] The surveillance undertaken in private homes (teddy-bear cams, etc.) is now being supplemented by forms of public surveillance. In the age of the “public Panopticon” (or, perhaps, the “citizen Stasi”), snitch-sites seem to be gaining in popularity. Apparently, it takes a village to police nannies.

My sense of the basic costs and benefits of this sort of surveillance are similar to Frank’s regarding driver surveillance. On the one hand, parents may learn of nanny negligence — or worse — that otherwise probably would have gone undetected. Prospective parent-employers will have yet another source of information on which to rely in making important hiring decisions. On the other hand, inaccurate or vindictive postings can lead to loss of present and future employment for some “innocent” nannies. Libel may thrive in these, as in other, snitch spaces. And the “spotted” nanny will have no real means of defense (short of an expensive lawsuit — and that, for reasons stated earlier by Dave Hoffman [5], is not likely to be very effective). Reputations can be lost in the time it takes someone to click a camera and create a post, which will then “live” in cyberspace for eternity.

It is undeniable that, as Dan’s book suggests, we have arrived at a critical juncture regarding our “privacy.” I want to read the book before coming to any firm conclusions about the harms and general repercussions associated with citizen surveillance and cyber-permanence. But my initial reaction to nanny surveillance is one of substantial concern. Surely there are better means of enforcing norms and proper behaviors than spying on one another 24/7 and publishing our findings on the Web.
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